
 

 

 

1 

 

Data protection information pursuant to the EU General Data Protection Regu-
lation (GDPR) for customers and suppliers  

As at: May 2018 

 

With the following information we are providing you, as an employee and contact person for our cus-
tomers and suppliers, an overview of how we process your personal data and your rights as part of the 
General Data Protection Regulation. 

 

1. Who is responsible for processing data and who can I contact for support?  

a) Responsible office is:  

Busch Semiconductor Vacuum Group B.V. 

Breudijk 2, 3481 LP Harmelen, The Netherlands  

Tel.  +31 (0)348 490660 

Fax  +31 (0)348 479859 

E-mail: info@buschsvg.nl  

 

b) Data protection officer 

You can contact our external data protection officer via email: info@buschsvg.nl or by using the postal 
address listed above and adding "Data Protection Officer".  

2. Why are data processed and what legal basis is used to process personal data?  

We process personal data in line with the provisions in the EU General Data Protection Regulation 
(GDPR) and the national data protection regulations: Algemene Verordening Gegevensbescherming 
(AVG)  

a) Processing is necessary for the performance of a contract (section (b) of Article 6(1) GDPR) 

In particular, in connection with customer orders, suppliers, service partners and employees. 

b) Processing is necessary for the purposes of legitimate interests (point (f) of Article 6(1) 
GDPR)  

If necessary, we process your data above and beyond fulfilling the contract to protect legitimate 
interests of ours or a third party, namely: 

 

• Disclosure of data within the Busch group 

• Advertisement insofar as you have not objected to the use of your data 

• Reviewing and improving processes for needs assessment and direct customer contact in-
cluding customer segmentation and calculation of the likelihood of concluding a contract 

• Exercising legal claims and defense if a legal dispute arises 

• Ensuring information security and IT operations of the company 

• Measures for securing buildings and system security (e.g. access control) 

• Measures for exercising property rights 

• Measures for business management and further development of services and products 

• Controlling and risk management within the Busch group 
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c) You have given consent (section (a) of Article 6(1) GDPR)  

If you have given us your consent to process personal data for certain purposes (e.g. contact, di-

rect marketing, newsletter), it is legal for us to process this data based on your consent. You can 

revoke consent at any time. This also applies to the revocation of declarations of consent that 

were given to us before the EU General Data Protection Regulation came into effect, i.e. before 25 

May 2018. Please note that the revocation will only take effect in the future. Processing that took 

place before the revocation is not affected by this. You can request an overview of the consent 

you have given us at any time.  

d) Processing is necessary for compliance with a legal obligation (section (c) of Article 6(1) 
GDPR) 

We are also subject to diverse legal obligations, viz. legal requirements (e.g. sanctions list audits). 

Identity checks, fulfilment of tax and social security controlling and reporting obligations, fraud and 

money laundering prevention and evaluating and managing risks in the Busch group are among 

the reasons for processing. 

3. Who receives my data? 

Within the responsible Busch company, those offices that require your personal data to fulfil our con-

tractual and legal obligations or to safeguard legitimate interests receive access.  

Companies related to the Busch group and service providers and subcontractors we use may also re-

ceive access to the data for these purposes. We may only transfer your data if legal regulations re-

quire this, if you have given consent, we are authorized by law to disclose or transfer data and/or pro-

cessors we commission guarantee compliance with confidentiality and the provisions of the General 

Data Protection Regulation and the German Federal Data Protection Act.  

Under these conditions, the following recipients may receive data: 

• Companies associated with the Busch group 

• Busch Dienste GmbH as the central data center of the Busch group 

• Third party cloud and ASP service providers 

• Credit rating companies 

• Public offices for fulfilment of statutory reporting obligations, e.g. financial authorities, social 
insurance agencies, law enforcement 

• Processing bank information companies 

• Support/maintenance of EDV/IT applications companies 

• Archiving companies 

• Document processing companies 

• Compliance services companies 

• Sanctions list audit companies 

• Data destruction companies 

• Auditing services companies 

• Leasing companies 

• Collection service providers 

• Card payment services companies (credit cards) and payment transactions with banks 

• Marketing service providers  

• Reporting systems companies 

• Telephone companies 

• Website management companies (hosting/maintenance) 

• Insurance companies 
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4. Are data transferred to a third country or an international organization?  

Data transmission to countries outside of the EU or the EEA (so-called third countries) only takes 
place if this is necessary to execute your orders (e.g. materials procurement, manufacturing, logistics), 
is prescribed by law (e.g. reporting requirements), you have given us consent or if it is within the con-
text of job processing. Furthermore, data exchange also takes place with companies associated with 
the Busch group in third countries.  

If service providers in third countries are used, these must be required to comply with the level of data 
protection in the EU by agreeing to standard EU contractual clauses, in addition to written instructions. 
Appropriate contractual agreements have been concluded with companies associated with the Busch 
group.  

 

5. How long are my data stored? 

We process and store your personal data as long as it is required to fulfil our contractual and statutory 
obligations. We delete your personal data as soon as it is no longer required for the aforementioned 
purposes. It is possible that personal data will be stored during the period in which claims against our 
companies can be made (statutory limitation periods from three, up to thirty years). We also store your 
personal data as long as we are legally obligated to. Obligations to provide supporting documents and 
retention requirements result in line with trade, tax and social security regulations. 

 

6. To what extent do you use automated decision-making (including profiling)? 

As a general rule, we do not use any automated decision-making pursuant to Article 22 GDPR to es-
tablish and implement the business relationship.  

 

7. Does "profiling" take place?  

In order to provide you with targeted information and advice regarding products and services, we may 
use web analytics tools, and in particular tracking technology. These enable demand-oriented commu-
nication and advertising. For more information on this matter, we would refer you to our data protection 
statement on our website, where you can also find information about the use of cookies. Due to legal 
regulations, we are obligated to perform comparisons with existing sanctions lists. These measures 
also serve to protect you.  

 

8. What data protection rights do I have? 

If personal data concerning you is processed, you, as the employee, are the data subject as defined 

by the GDPR and you are due the following rights with respect to us as the controller. If you would like 

to exercise your rights or wish to receive more information, please contact us or our data protection 

officer: 

a) Rights in accordance with Article 15 et seqq. GDPR 

(1) You have the right to access in accordance with Article 15 GDPR. Under certain circumstances, 

you have the right to rectification in accordance with Article 16 GDPR, the right to restriction of 

processing in accordance with Article 18 GDPR and the right to erasure (“right to be forgotten”) in 

accordance with Article 17 GDPR. In addition, you have the right to the data you have provided being 

disclosed in a structured, commonly used and machine-readable format (right to data portability) in 

accordance with Article 20 GDPR, in as far as processing takes place with the aid of automated proce-

dures and is based on consent in accordance with point (a) of Article 6(1) or point (a) of Article 9(2) 

GDPR, or a contract pursuant to point (b) of Article 6(1) GDPR. With regard to the right to access and 
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the right to erasure, the restrictions in accordance with Sections 34 and 35 of the German Federal 

Data Protection Act (Bundesdatenschutzgesetz, BDSG) apply.  

b) Revoking consent according to Article 7(3) GDPR 

If processing is based on consent, you can revoke your consent to the processing of personal data at 

any time. This also applies to the revocation of declarations of consent that were given to us before 

the EU General Data Protection Regulation came into effect, i.e. before 25 May 2018. Please note that 

the revocation will only take effect in the future. Processing that took place before the revocation is not 

affected by this. 

c) Right to lodge complaints 

You have the option of contacting us or a supervisory authority for data protection to lodge a com-

plaint, in particular in the member state of your place of residence, your place of work, or the place of 

the suspected breach (Article 77 GDPR in conjunction with Section 19 BDSG).  

d) Right to object according to Article 21 GDPR 

In addition to the rights specified above, you are also entitled to a right to object as follows:  

(1) Case-specific right to object  

You have the right to at any time submit an objection to the processing – which takes place based on 

point (f) of Article 6(1) GDPR (data processing on the basis of a balancing of interests) – of personal 

data concerning you, for reasons that arise from your particular situation; this also applies for profiling 

based on this provision as defined by Article 4(4) GDPR.  

If you submit an objection, we will not process your personal data unless we are able to prove binding 

legitimate grounds for such processing that override your interests, rights and freedoms, or the pro-

cessing serves the establishment, exercise or defense of legal claims.  

(2) Right to object to processing of data for marketing purposes  

In individual cases we process your personal data for direct marketing purposes. You have the right to 

object at any time to the processing of personal data concerning you for the purposes of such market-

ing; this also applies to profiling insofar as this is associated with direct marketing. If you object to pro-

cessing for the purposes of direct marketing, we will no longer process your personal data for this pur-

pose. 

→ The objection may be submitted in any format to the body detailed under Section 1 of this data pro-

tection statement.  

 

9. Supervisory authority  

The supervisory authority in the Netherlands can be contacted as follows: 

Autoriteit Persoonsgegevens 

Post address: 

Postbus 93374 

2509 AJ Den Haag 

Visiting address: 

Bezuidenhoutseweg 30 

2594 AV  Den Haag 

Tel.: +31 (0)88 1805 250 

 


